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# Executive Summary

Auto Parts Manufacturing companies require not just the safe and continuous production of quality automotive parts and the protection of associated cyber assets, but must also protect their supply chains and the information of their customers and clients. To achieve both these obligations, manufacturers must maintain security controls to ensure their systems remain resilient to cyber attacks, as well as to non-cyber disruptions. To ensure system robustness, the manufacturer must be able to successfully prevent or absorb attacks or disruptions. Robustness can be induced through employee cross-training, upholding and refining a standardized attack-response policy and disaster-response policy, and implementing technological controls that can prevent disruption of the software, databases, and automated production processes. Redundancy can be induced via maintaining on-call employees for shortages, physical records copies, backup manufacturing equipment and generators, and data backups and redundant servers. Resourcefulness can be induced via tracking employee observations and complaints, and maintain firewalls and intrusion detection systems for cyber assets. Rapidity can be induced via processes of ‘chain-of-command’ during attacks or accidents, as well as through practiced recovery plans.

# Introduction

The purpose of this paper is to serve as a framework for Security Assessment for Auto Parts Manufacturers, specifically in regards to their cyber assets. The recommendations within will be how controls for employees, policies, and technology can be implemented to ensure the manufacturer’s system and assets are resilient, as are their clients. The scope of this project is based on publicly available data on parts manufacturers, with no particular manufacturer in mind, but will name specific companies as examples of the obligations and risk of auto parts manufacturers. The content of this paper as a general advisory tool for any auto parts manufacturer, as well as to the clients they serve.

The general layout of the paper begins by describing the idea of cyber resiliency and the framework to induce it in our paper: the 4Rs. After describing the goals, regulations, and threats presented to automotive manufacturers and their cyber assets, we then describe how they can induce the 4R’s resilience aspects via controls involving people, procedures, and technology. In each, the aspect itself and its relation to car parts manufacturing is described. Each possible avenue of control implementation is discussed in subsections and include examples of the resiliency aspect as it relates to this avenue of implementation, what controls can be induced via this avenue, and the effects of lacking the resiliency aspect in this avenue. After discussing all four aspects of the 4Rs resiliency framework, we will conclude with a generalized summation of our findings and with a Future Works section to consider possible expansions on our findings to related fields.

# Problem Statement

Automotive Parts Manufacturing requires maintaining a minimum level of production standards, employee safety, production throughput, and obligations to clients including protecting their critical information. The problem of maintaining all these obligations during a cyber attack or other disruptive event requires implementing cyber resiliency via the attributes of robustness, redundancy, resourcefulness, and rapidity to recover disruptive incidents such as cyber attacks while still maintaining these said obligations.

# Background

## Auto Parts Manufacturing

It is hard to argue when the car was first invented, as the idea of a ‘driverless buggy’ was developed over many stages, from the first steam propelled road vehicle in 1769, to the more complicated but ‘official’ gasoline powered car, the 1886 Benz Patent Motor car, otherwise known as the Mercedes Benz [1]. As its development progressed, the car grew more and more complicated and so did the list of required parts to manufacture. Today, between the electrical system, engine system, and now with onboard computer systems, cars can have on average 30,000 individual parts, with just the engine requiring thousands of parts [2]. Like many processes, the production of a car is now a globalized process, requiring thousands of different manufacturers of different parts, each one supplying to several car manufacturers, repair shops, and parts stores. The producers of finished car parts from individual car parts are known as Tier 1 Suppliers, with the Ford Car Company relying on 1,400 Tier 1 suppliers to support their manufacturing [3][4].

Tier 1 car parts manufacturing can be divided into two main categories: Original Equipment Manufacturers (OEM), and Aftermarket Manufacturers. OEMs are parts manufacturing done by the manufacturers of the car itself, such as the Ford company producing parts through Ford Motorcraft [5]. Meanwhile, Aftermarket Manufacturing is parts for cars which are not manufactured by the car company itself [6]. This might include replacement parts for car repairs, or as third-party parts suppliers for car manufacturers.

## Critical Business Functions

Car parts manufacturing, like most other critical manufacturing processes, must be able to maintain a baseline minimum standard for safety, product quality, and maintain their contract obligations to clients, as well with their suppliers from Tier 2 and Tier 3 parts manufacturers. Thus, the business must not only protect the integrity of the production process and the safety of its workers, but also must be responsible for its obligations in the parts supply chain, ensuring not just smooth parts but also retaliation business relationships with other parts of the supply chain. Manufacturers represent an important part of the automotive production process and supply chain, as a slowdown between tiers of manufacturing, or between tier 1 manufacturers and their clients can end up halting the entire production process [7].

## Cyber Resiliency

The concept of cyber resilience as it relates to this paper is built off of the NIST frame which regards cyber resiliency as a specialized discipline of cyber security, focused not just on defending and recovering of cyber assets and system functionality in the event of a successful attack or disruption [8, pp. 75]. According to [9], resiliency is the aspect of being strong, hardy, and able to recover from damage. With the implication of survival of the resilient system in question, it means that for a manufacturer to have cyber resilience, it must be able to not only block potential attacks or disruptions the manufacturing process, but also must be able to maintain some minimum level of functionality after an attack, and be able to quickly recover lost or damaged assets and return to baseline levels of functionality.

There are several frameworks with which to design and measure the effectiveness of a cyber resilient system. This paper will utilize the high-level framework of the 4R’s, which defines resilience as a combination of four attributes which a system should possess: robustness, redundancy, resourcefulness, and availability [9]. Having these attributes within every aspect of the manufacturing process and IT system ensures that attack successes are rare, their losses low, and recovery times for manufacturing and supply-chains to be quick.

## CIA Triangle

Maintaining cyber resilience requires maintaining cyber security, which is formalized as the maintenance of the CIA Triangle of security objectives: Confidentiality, Integrity, and Availability.

Maintaining Confidentiality means ensuring that information pertaining to business functions or the cyber assets which support them is only available to authorized users [10, pp. 12]. This means that automotive parts manufacturers must ensure privacy of important production and distribution information. This information can pertain not just to employees but also to important intellectual property and patents, as well as to suppliers and customers. These last two are especially important as a manufacturer serves as an entry point to both of these entities by being trusted with their financial information for business purposes. To maintain confidentiality, employees should be trained for cybersecurity awareness, classify labels as restricted and enforce access controls, encrypt data, and use multi-factor authentication systems [11].

Maintaining Integrity means ensuring that information or data on IT systems of the manufacturer are not tampered with or destroyed [10, pp.12]. The destruction of a new parts design can cost a manufacturer months if not years of work and resources, so even without taking the supply chain into account, maintaining data integrity is important. Besides personal data, client and supplier data should also be protected. To maintain integrity, the same controls for maintaining confidentiality can also be implemented: data encryption, enforcing access controls, and certification authorizers for websites [11].

Maintaining Availability means ensuring data and the business functions that they support are available when needed [10, pp.12]. For car manufacturers, this is ensuring that the critical data and information systems which support the manufacturing process, including measuring systems and sensors for automatic machinery, are working properly. This also means ensuring that the business is able to contact suppliers and deliver finished parts to customers. This requires not just protecting against attacks on the information system, but also of potential disasters which could damage equipment or cause power outages such as storms. To maintain availability, ensuring cyber resources such as software is up to date, as well as maintaining redundant resources which can be called upon in an emergency to ensure continued production and sales [11].

## Manufacturing Cyber Security Regulations

The nature of car parts manufacturing means it must not only follow the cyber security regulations set for all manufacturing facilities, but also one's specific to the manufacturing of cars. Besides these regulations, they must also as a business which can be presumed to be supplying medical insurance to their employees, and being trusted with client and supplier financial information must also abide by the cyber security regulations detailed within the Health Insurance Portability and Accountability Act of 1996 (HIPAA) as well as by the Payment Card Industry Data Security Standard (PCI DSS), taking steps to protect employee personal medical information, and client financial information through minimum standards for applied cyber security controls such as data encryption or access controls [10, pp. 59-72].

The ISA/IEC 62443 is a series of standards which are applied to a broad range of industry sectors, including building automation, medical devices, transportation, and evil chemical and oil production. Governed by the International Society of Automation (ISA) and the International Electrotechnical Commission (IEC), and applies a standard of safety, security, and reliability of control systems [12]. More specific car and OEM manufacturing regulations are governed by the World Forum for Harmonization of Vehicle Regulations (WP.29), a subset of the United Nations Economic Commission for Europe (UNECE), which governs vehicle regulations of note across UN countries. A recent regulation, Regulation No. 155 (UN R155), applies security standards across the entire life cycle of vehicles, including the production and supply chain of OEMs and Aftermarket Parts [13]. Lastly there is the ISO/SAE 21434: ISO/SAE 21434 is an international standard that specifically addresses the cybersecurity of road vehicles. It outlines a structured approach to managing and mitigating cybersecurity risks throughout the vehicle's lifecycle, from concept and design to production and operation.

## Auto Parts Manufacturing Critical Assets

The automotive parts manufacturing industry must be responsible for providing a quality product, safe working conditions, and reliability in the supply chain to its customers. The assets required to support this include, can be divided into 3 broad categories: Information Assets, Physical Assets, and Relational Assets. Due to the interconnected nature of such businesses, with assets supporting one another, there is often overlap between them, so it is important to secure all of these assets in tandem.

Information assets represent the many types of data and software resources that support the business, and include but are not limited to, customer and employee data, intellectual property data and designs, and software and embedded systems which store and organize the information assets and support the physical assets. The protection of information assets not only ensures the availability of the system, but also ensures confidentiality and integrity, as employee and customer data heavily supports the relational assets of the business. Not only would an attack on customer data allow the attacker to then target that business, but also would cause damage to the reputation of the parts manufacturer.

Physical assets are the physical components which allow manufacturers to perform their critical business functions and would include not only the manufacturing equipment itself, such as robots and Computer Numerical Control (CNC) machines, but also support infrastructure such surveillance systems and power supply, as well as hardware systems such as server rooms, routers, and workstation computers. Some of these assets, such as the power supply or surveillance are intended to support the critical business functions without necessarily directly being one, as detecting potential threats through a surveillance system ensures a safe business environment. Meanwhile, ensuring the protection of manufacturing equipment is directly related to ensuring a functional minimum of production performance in event of attack. For example, CNC machines, which are vital for precision machining, should be secured with robust access controls to prevent unauthorized use or tampering.

Relational assets are ephemeral assets which represent the good or bad relationships the parts manufacturer has with other entities such as suppliers, customers, and other participants in the supply chain. A smooth supply chain is essential for sourcing raw materials and distributing manufactured automotive components. Securing both the supply and distribution chains is vital to meet customer demands and ensure timely component delivery. Protecting the supply chain, alongside all other assets, will in turn ensure employee well-being, customer relations, and overall security, which ensures a good brand reputation and thus long term success for the manufacturers. Ensuring supply chain security can include measures like vendor assessments and monitoring to prevent disruptions in the manufacturing process. Meanwhile, besides securing all other assets, reputation can be secure by implementing employee wellness programs and adhering to ethical business practices.

## Auto Parts Manufacturing Cyber Risks

For each associated asset for car parts manufacturing, there are also a bevy of associated risks of probable attacks on the business itself, and the unique vulnerabilities of the assets or their connections between each other. Ensuring the cyber security of a parts manufacturer is especially important as due to them being an in-between point on a larger supply chain, they can act as an entrypoint for attacks on other connected entities such as customers or suppliers. Even if related entities information is secured, a disruption of the parts manufacturers business functions can still affect these entities by the supply chain, a problem which is exacerbated thanks to the system of Just-In-Time production.

Just-In-Time production is a process of only producing for individual orders to ensure as little unused inventory as possible. This relies on maintaining a constantly shifting series of orders, customers, and suppliers with the information flow between these entities being maintained in real time. Because there is no inventory, unplanned downtime in any one entity on the supply chain ensures there are no quick replacements, and thus translates into downtime for all entities further down the chain [14]. A common attack on car manufacturers has been ransomware attacks, with even attacks on suppliers causing disruptions for parts and car manufacturers. In February of 2022, Toyota was forced to temporarily suspend production at 14 facilities after a successful ransomware attack on one of its suppliers, Kojima Industries. While only supplying small components, a lack of a stockpile meant Toyota was forced to establish a backup network between itself and Kojima [15].

Another growing problem has been the issue of the cyber resiliency of the car parts themselves. As the vehicles themselves become more connected and autonomous, they are susceptible to hacking, potentially leading to accidents or unauthorized control of the vehicle. Already, studies have demonstrated that with just a vehicle identification number, one could access parking cameras, lock and unlock the stores, and even completely stop the engine. Spireon, a telematics company, had enough holes that researchers were able to send arbitrary commands to 15.5 million vehicles, including an entire police fleet [16]. Thus, manufacturers must now consider the cyber resiliency of the very items which they produce.

# Robustness

According to [9], Robustness can be defined as being “strong, vigorous, healthy” with a robust system being one which does not degrade much at all in functionality for most threats, but can fail easily for a select few. As defined for 4R’s, robustness is the ability to withstand disaster forces without large losses in performance. Taking into account its use as a subset of security, the Robustness of a car parts manufacturer would be its ability to prevent the success of attacks, as well as the damage which successful attacks can do to critical business functions. However, not all threats are intentional attacks, and so accidents must be considered. The main threats which are present for a car parts manufacturer are weather effects or outages, workplace injuries and accidents, and deliberate cyber attacks.

## People

The idea of "people control" is widely explored in relation to how corporations manage and impact their workforce in the disciplines of organizational psychology and management studies. Researchers have studied an array of strategies used by businesses to exert control over their workers, including but not limited to performance reviews, incentive schemes, and management practices. Through giving the employees the proper information and incentives, car parts manufacturers can ensure that employees are able to not only adjust well to the stress of attack conditions, but also have the proper view of the security process and risks of the enterprise.

In order to better understand the potential security risks to car production, training is necessary. Appropriate training and awareness initiatives are essential for providing staff members with the information and abilities required to identify and address any cyber threats. Effective training initiatives can dramatically lower the possibility of successful cyberattacks. According to recent research, it's critical to update these programs often in order to stay ahead of changing cyber threats and to improve employee preparedness by offering practical, scenario-based training [17]. Besides scenario training such as what to do when a specific piece of equipment malfunctions, such training could include the signs of ransomware on the system, which have become a serious problem for supply chains. Being made aware of the trends in cyber threats which might affect them and their equipment, employees both on the line and in the IT department should be made aware of company policies, including password policies and outside-work USB policy [18].

Besides ensuring employees are trained for disaster scenarios and possible cyber attack risks, employees should also be incentivized to take this training seriously, in order to give a buy-in into the company and consider its security as a personal responsibility. Responding to working condition complaints, be they security-based or even about something as simple as a broken cafeteria microwave, ensures the workers have as little stress as possible and keeps up employee morale, making them more attentive and productive. Besides training, extra incentives could be offered, such as rewards for taking training courses, or for encouraging IT-based employees to host hackathons to showcase their understanding of the production facilities IT-system.

## Processes

As it is critical that both employees and business assets not be damaged, a way to prevent this from happening is the establishment of procedures for proper use of both physical and information assets. Improper handling of manufacturing equipment such as forklifts, industrial presses, or machining equipment can not only damage the equipment but also put employees at risk for serious injury. Meanwhile, improper handling of information assets such as customer information or intellectual property files can lead to a potential security failure for the company.

Procedures for ensuring proper handling of hardware could be safety training to ensure employees understand the proper and improper usage of equipment. Equipment certification policies such as for forklifts or machining equipment ensure less likelihood of accidental damage to critical manufacturing equipment, as well to employee injuries. Meanwhile, proper management and usage policies for information technology can include implementing access controls as well as USB policies to prevent the spreading of viruses to critical assets such as client personal information data [19][20].

The growing danger of direct car hacking thanks to their growing system and sensor integration requires that car manufacturers and parts manufacturers must consider not just the cyber resiliency of their own businesses but also for the products they manufacture. As cars contain more and more electronic components, manufacturers must implement a process of resilience testing for these products, as well as establish guidelines for that product's potential interactions with other components or software to ensure as few vulnerable endpoints as possible. According to [21], a script based security testing process based on the guidelines of the ISO/SAE 21434 regulation framework can act as a model for component CR testing and documentation, which can be utilized on production batches to ensure each meets the security standards for that product. With this, vulnerable car components could lead to security incidents upon the car itself, pressuring the manufacturers to initiate a recall to fix the issue, and this could damage the reputation of the manufacturer.

Besides securing their own assets, the nature of the car manufacturing as it is now requires efficient interactions between multiple suppliers, parts manufacturers and car manufacturers, as well as third party professionals and clients such as auto parts stores. Because of the nature of the supply chain, any disruption to any one of these entities can reverberate throughout the entire supply chain. By having a policy of establishing minimum security requirements not just for vendors of the IT system but also for suppliers and other business partners, they ensure that they also do not end up being affected by the possible security breaches of another link in the supply chain [22]. Going back to the electronics issue, a clause like this could be that a car manufacturer agrees that the parts manufacturer for a certain electronic part must have a set policy stand for the cyber resiliency of the component. Having these security-clause based contracts ensures that all participants on the supply chain are maintaining some understandable, minimal level of system security ensuring a further level of protection for each participant, as they no longer have to worry about shutting down production thanks to attacks on a supply, as was the case with Toyota [15].

## Technology

In addition to the People and Procedures that help provide robustness in the Automotive Manufacturing Industry, there are technologies that are paramount to the resiliency of an automotive manufacturing company.

Network segmentationis an architectural approach that divides a network into multiple segments or subnets, each acting as its own small network [23]. This allows network administrators to control the flow of network traffic between subnets based on granular policies. Creating boundaries between the operational technology (OT) and information technology (IT) networks reduces many risks associated with the IT network, such as threats caused by phishing attacks [24]. One example of where network segmentation will provide robustness is protection of production line equipment. Manufacturing plants have multiple production lines, each with its own control systems and sensors. Network segmentation helps isolate these systems from one another, preventing the spread of malware or issues in one line affecting others. Another example is Automotive supply chains involving numerous suppliers, many of whom require access to specific systems or data. Network segmentation allows manufacturers to grant controlled, limited access to suppliers, reducing the risk of supply chain-related cybersecurity incidents. An example of a software that helps provide Network segmentation is Cisco Identity Services Engine

Data Encryption is a way of translating data from plaintext (unencrypted) to ciphertext (encrypted). Users can access encrypted data with an encryption key and decrypted data with a decryption key [25]. Data Encryption is a fundamental cybersecurity measure that provides confidentiality and security for data at rest and data in transit. In the automotive manufacturing industry, where sensitive data and intellectual property (IP) are critical assets, encryption is essential for safeguarding valuable information. Automotive manufacturers invest heavily in research and development to create innovative vehicle designs, manufacturing processes, and technologies. Data encryption ensures that CAD files, design specifications, and other proprietary information are kept confidential and cannot be easily accessed or stolen by unauthorized parties. IoT devices and sensors are integral to modern automotive manufacturing, providing real-time data on equipment performance and quality control. Data encryption protects this data from interception and manipulation. For Example, A cyberattacker attempts to alter the data generated by quality control sensors on the production line. Data encryption ensures the integrity of this data, allowing prompt detection of tampering. An example of a software that helps provide Data Encryption is Microsoft Bit lock Defender

Network Access Control can be defined as the set of rules, protocols, and processes that govern access to network-connected resources such as network routers, conventional PCs, IoT devices, and more [26]. It is a crucial cybersecurity technology for enhancing cyber resiliency in the automotive manufacturing industry. NAC helps organizations manage and control access to their network, ensuring that only authorized and compliant devices can connect. NAC allows automotive manufacturers to enforce strict access controls for the critical systems and equipment used in production. Only authorized devices and personnel can access and interact with these systems, reducing the risk of unauthorized tampering or disruptions. Imagine An unauthorized device, such as an employee's personal laptop, attempts to connect to the production line network. NAC detects the unauthorized device and prevents it from accessing the network, ensuring the integrity of production processes. A common example is if a supplier’s employee brings a device to the manufacturing facility for collaboration. NAC assesses the device's security posture and ensures it complies with security policies before granting access. An example of a software that helps provide network access control (NAC) is Aruba ClearPass.

There are different technologies that provide robustness nevertheless, the examples and implementations above being simple, more broadly applicable ones that can easily be modified for the system specifications of the manufacturer. Implementing these measures is essential for safeguarding the industry's operations, reputation, and competitiveness in an increasingly digital and connected landscape.

# Redundancy

According to [9], Redundancy is the “extent to which systems, system elements, or other units are substitutable”, be it either in other systems being able to perform the tasks of others, or by having duplicates of these system elements. Redundancy in car manufacturing can take the form of redundant security procedures such as checking equipment multiple times during inspection, or the form of duplicate resources such as extra equipment. This ensures that in the event of an attack attempt, there is no single-point of failure in the manufacturing process or supply-chain, making sure that either no single system component can shut down the entire process, or at least ensure that such downtime is as short as possible [10, pp 116]. Redundancy can prove to be a very effective way of inducing redundancy, as the current business organization model in supply chains of Just-in-Time manufacturing encourages businesses to create as little supply and overhead as possible, to maximize profits. However, this practice makes even small shocks to supply or demand thanks to an attack have an inflated effect, thanks to the lack of flexibility in such a system [14]. Introducing alternatives to downed equipment, missing personnel, and the company approach to overhead can ensure the entire car manufacturing process operates efficiently even in the event of successful cyber-attacks.

## People

Redundancy, an important factor in establishing system resilience, extends beyond technology concerns to include the human aspect within an organization. Redundancy in people, like redundancy in technology and processes, is strategic planning to limit risks associated with the absence or departure of critical workers. One part of human redundancy is promoting a diversified skill set and knowledge base among employees. Cross-training personnel ensures that various team members can undertake critical duties competently, avoiding a single point of failure. Documentation of essential processes is a significant resource that allows others to step in and manage the procedures. Redundancy can be implemented not just on the individual level but also to teams. Creating backup or alternative teams capable of handling tasks during emergencies or unforeseen worker shortages adds to the organization's overall resilience. Effective collaboration and communication strategies improve team members' ability to work together fluidly, regardless of their regular positions.

Another aspect of people-related redundancy is the creation of a flexible workforce. Enabling remote work capabilities is a viable approach for maintaining company continuity amid disruptions like natural disasters or public health emergencies. Cross-site collaboration broadens the workforce by allowing work to continue even if one location is experiencing difficulties. In this way, workers can still be available even in the event of personal emergencies. Besides implementing redundant work capabilities, allowing more flexible means of communication can also improve a workplace’s ability to handle critical situations. For example, if there's a problem with worker emails, having a phone-system or even allowing texting to different departments can allow work to continue. Thus, encouraging employees to share casual, but not critical, contact information with each other can create alternative avenues of communication [27].

Several circumstances can result in the use of redundancy. External circumstances can have a substantial influence on a firm during an economic downturn, forcing managers to make the painful decision to let go of staff, even if they have been contributing constructively to the company. This proactive step is used to help the organization manage financial issues and guarantee its long-term viability. The choice to terminate a firm, whether to seek other initiatives, retire, or change careers, can all result in redundancy. Employees may be let go in such instances owing to the total end of business activities, necessitating a comprehensive and thoughtful transition management strategy [28].

Certain job titles can become outdated due to changes in technology or business procedures, resulting in redundancy. Adoption of an electronic phone system, for example, may reduce the requirement for a traditional receptionist function. Employees with duplicate job titles may be impacted in these cases when the firm adapts to technological improvements. Furthermore, insufficient money for a specific project or overall financial limits within a company might result in redundancy. In such cases, employers may be forced to make difficult decisions in order to match the personnel with available resources, therefore avoiding financial losses and safeguarding the organization's economic health.

Furthermore, when a company decides to migrate to a new site, redundancy may emerge as a result of the financial limitations involved with the shift. The difficulties of assisting every employee's move, along with the necessity to reduce for a smooth transition, may push businesses to make smart employment decisions. Employers must examine issues such as long-term sustainability of employment, increasing company demands, and the skill sets necessary for future growth when reviewing potentially redundant functions. Best practices for dealing with redundancy include communicating clearly with impacted personnel, offering support services such as career counseling or retraining, and adhering to legal and ethical norms [29].

## Processes

Internally, without considering the supply chain, redundancy can improve the efficiency of the production through the process of duplicate security processes as well as duplicate repair or machine parts in order to ensure that attacks are both less likely to succeed, and in the event that they do, easily repairable, hence a proper application of redundancy can also induce rapidity into the manufacturing process.

One important application of redundancy is in safety measures for equipment, specifically in the use-procedures of Lock-Out Tag-Out, or LOTO. LOTO is the practice of not walking away from equipment until the employee is done using it, has powered it down or disconnected it from a power source, waiting for it to cool, or locking it. The OSHA standard for The Control of Hazardous Energy 29, CFR 1910.147, provides a general industry guideline for controlling industrial and electric devices [30]. Following these guidelines ensures that employees always understand the current state of the equipment, its intended uses and stress limits, as well as any signs that the equipment may be actively dangerous or not, with redundant steps such as checking twice on functions to ensure power is off. To ensure that such procedures are followed, the employees should be trained on proper equipment use and LOTO procedure, with regular monitoring and occasional surveys, as well as annual audits of the LOTO procedures.

Another place where redundancy can be induced to the production process itself to ensure the quality of the parts manufactured. Due to the scale of the production process, much of modern manufacturing is now automated, but these rely on sensor units and internal applications to ensure the material is properly in place before getting to work. For non-automatic processes, ensuring that every “n-th” component or batch on the line undergoes quality control and performance testing helps to ensure fewer parts recalls, and maintains the company’s reputation for quality [31]. Another way would be ensuring employees practice redundancy in their own actions, such as the classic phrase ‘Measure Twice, Cut Once’. These measures ensure that quality is maintained if technological sensors which could better guarantee quality are offline in the event of a cyber-attack.

While most manufacturers have embraced redundancy to ensure safety and product quality, far fewer have attempted to induce redundancy into the production process and supply chain, as it is seen as inefficiency. In the modern production model of Just-In-Time production, components are produced to fulfill orders in real time, in order to ensure as little overhead or redundant components as possible. While this increases profitability in optimal conditions, it has little flexibility in meeting supply and demand shocks [14]. For example, a single producer of electronic components suffering a cyber-attack resulted in Toyota temporarily ceasing production in 14 factories. Other examples of the costs of the inflexibility of the Just-In-Time model can be found in the sudden demand shocks during COVID, as well as the supply shocks which began with the current conflict in Ukraine.

Because of the lack of surplus parts to fulfill orders in the event of a downed system means that orders could no longer be fulfilled, freezing the rest of the supply chain until backchannels could be established and the problem resolved, meaning that the entire production process effectively had no production, well below a possible minimum threshold. Producers must be willing to balance the possible costs of such overhead in parts with the potential costs of lost business thanks to downtime [10, pp. 169]. Besides ensuring they will not slow the supply chain from possible attacks on them, they can also protect themselves from inefficiencies placed on the supply chain by attacks on their suppliers. By having multiple Tier 2 and Tier 3 suppliers for the same materials or sub-components, while they might lose the efficiency of bulk contracts with a highly efficient supplier, it ensures that they are less likely to be affected by attack-induced downtime or inefficiencies on their suppliers [32]. By the nature of globalization, businesses can no longer afford to think only of their own individual success and efficiency and must begin considering the possible effects of their fellow actors in the market and in the supply chain and realize that they themselves owe their own responsibility to this chain to ensure healthy business relations, good reputation, and overall loss reduction.

## Technology

Besides the redundancy provided by people and procedures in the Automotive Manufacturing Industry, essential technologies play a pivotal role in ensuring the resilience of automotive manufacturing companies.

In the automotive manufacturing industry, the importance of data backups in a multi-cloud environment cannot be overstated. Some of the popular cloud data storage providers are AWS, Azure, Google Cloud Platform (GCP), Oracle and Alibaba. Multi-cloud backup solutions provide redundancy by storing critical data across multiple cloud service providers. This ensures that if one cloud provider experiences a service disruption or a cyberattack, the data remains accessible from alternative sources, minimizing downtime and data loss. According to a report [32] by Gartner on cloud infrastructure and platform services, having a multi-cloud strategy enhances resilience by reducing dependence on a single provider.

Having physical backups of critical data in another location adds an extra layer of redundancy for cyber resilience in automotive manufacturing. In the event of a catastrophic event like a cyber-physical attack or a natural disaster, physical backups stored in a different geographical location can be crucial for recovery without relying solely on digital backups. Critical Backups should be routinely conducted, stored offsite, rotated, and periodically validated. The National Institute of Standards and Technology (NIST) emphasizes the importance of offsite backups for disaster recovery in its guidelines. [33]

Industrial Control Systems (ICS) also play a pivotal role in the automation and control of manufacturing processes in the automotive industry. These systems encompass supervisory control and data acquisition (SCADA) systems, programmable logic controllers (PLCs), and other technologies that manage and monitor production processes ranging from assembly line robotics to quality control inspections. In an automotive manufacturing plant, redundant ICS can ensure continuous operation even if one control system fails.

For instance, if a PLC unit responsible for managing the robotic arms in the welding section of the assembly line, experiences a sudden hardware failure due to a cyberattack. A redundant system will have a failover counterpart that is not connected to the affected network, an automated failover mechanism detects hardware failures, seamlessly transitions control to the redundant system, and ensures real-time data synchronization, thereby guaranteeing continuous and resilient production operations. Software solutions like TOSIBOX and MDT AutoSave provide functionalities for implementing redundant ICS in automotive manufacturing. These tools facilitate version control, change management, and backup/restore capabilities, ensuring that critical control system configurations are duplicated and ready to take over in case of a failure. NIST stresses the importance of redundant implementation for critical systems, systems that have high up-time requirements and systems that require ongoing antivirus updates such that signature updates can be performed without impacting operations [34]

In the domain of automotive manufacturing, securing cyber resilience is crucial, and the significance of data backups and redundant implementation of Industrial Control Systems (ICS) cannot be overstated. These measures serve as a strong safety net, mitigating the potentially severe consequences of cyber threats on critical operations. By prioritizing data backups and redundancy in ICS, automotive manufacturers not only protect valuable information but also strengthen their ability to sustain uninterrupted production, ultimately bolstering the overall resilience of their cyber infrastructure in the face of evolving threats.

# Resourcefulness

According to [9], Resourcefulness is “ability to diagnose and prioritize problems and initiate solutions by identifying and mobilizing material, monetary, informational, technological, and human resources”. In other words, it is the awareness of the manufacturers’ goals, legal obligations, assets, possible threats, and possible vulnerabilities. After these are known, critical business functions and the assets which support them must be prioritized by importance, as defined by its business goals, as well as the value provided by that business function. Thus, car parts manufacturers should routinely perform a Risk Assessment to determine the current vulnerabilities in the IT system [10, pp. 14].

Thus, resourcefulness can be induced by engineering business technology and procedures, as well as its approach to individuals such as employees or customers, around building a state of awareness, ensuring that the manufactures is not only aware of the state of the system, but also of the possible cause and cure for any changes to that state, such as an inability to access data thanks to a ransomware attack.

For manufacturers, this state of awareness is not just for the state of their own system, but also awareness of the state of fellow actors in the supply chain, as any delay on an entity lower in the supply chain translates into delays for all above them. Just the same, delays in their own production can lead to a loss of reputation with those above them in the supply chain. By establishing rapport with trusted actors and creating a system of more open information sharing among them, manufacturers can ensure shared Resourcefulness, and reap the benefits of everyone’s system resiliency.

## People

Manufacturing facilities are large in scale, especially for car manufacturing, and different parts of the manufacturing process, such as welding or machine-tooling, may rarely if ever interact with each other, much less with entire other departments such as IT departments or emergency response teams. This lack of communication between departments leads to specialization which means in the event of an emergency, other departments cannot be relied upon to help solve the issue because they do not have the necessary knowledge to be of much help. And while cross training can improve matters, departments may still be wary of accepting ‘outside help’ if a sense of interdepartmental cooperation is not fostered.

Collaboration is recognized as being supremely important within a workplace, with survey’s finding that as many as 75% of responders regarding it as such. By encouraging cross-collaboration, certain informal understandings of how systems work and their unique ticks which can act as signals for optimal or suboptimal performance, and thus an indicator of a possible emergency or cyber-attack, can be understood by more employees, leading to a greater sense of a facilities resources, vulnerabilities, and possible response tactics [35].

One way to encourage this sense of familiarity and information sharing is through project teams. The designing and production of a possible new car axel or brake system requires the expertise of several departments including marketing, material suppliers, engineers, and line-workers. Projects such as these not only can produce a possible new IP for the benefit of the manufacturer, but also encourage information sharing across departments, each offering their expertise to the other and explaining project notes. Encouraging this trust and information sharing must still be balanced with access control policies such as password sharing. [35]

Employees can also offer their own unique concerns and possible expertise about the running of the facility or the quality of the equipment and possible security concerns via the setting up of a suggestion box. A suggestion box would allow disaster response teams to get a better sense of employees' understanding and opinion of the current response systems and what they regard as weaknesses to them, or with possible unforeseen problems with equipment that might indicate an undetected cyber threat. For example, if an attack manages to send a feed of false information about the state of equipment function on a machine-parts line, then IT and emergency response teams would assume nothing is amiss or be unable to pinpoint the exact cause of failure to meet production goals. By allowing the employees who actually work with the equipment to voice their concerns, IT departments could be made aware of the discrepancy between their sensors and actual equipment performance, and thus of possible faults in their security system. Having some system to allow employees to voice their concerns will, such as a suggestion box or ideas board, will give security teams a finer detailed sense of not only the subsystems of the facility, but also a glimpse into employee understanding or lack thereof of these systems, which can help inform future information security decisions [36].

Besides dissecting internal views of cyber security weaknesses, outside experts can also be contracted to probe the IT system for possible faults. While security teams will conduct their own internal Red-Team tests of the system, they might through their familiarity with the system develop blind spots to internal problems. As demonstrated in [16], a small team of outside researchers managed to find enough faults in the cyber security of the cars of companies like Nissan, Honda, and Kia to remotely access and control 15.5 million vehicles produced by these companies. Hiring such researchers to conduct security audits and probes of the system can reveal previously unknown vulnerabilities, increasing total system awareness for the manufacturer.

## Processes

Because of the strength of machinery involved, as well as potential for burns or other injuries, not only should manufacturers of all types have a robust emergency response plan for cyber-attacks, but also for injuries or handling extreme weather events. Such a plan can be developed from a Risk Assessment, with a subset being reserved for Hazard Assessment, relating to possible injury scenarios or emergencies and their possible causes. Should a cyber-attack lead to such an injury, such as causing an inability to properly shutdown stamping machines or other production equipment, first and foremost plans must be in place to clear the area of the accident and safely treat the injured [37]. Having regular training sessions for employees about proper emergency response can help accidents be relatively resolved before an Emergency Response Team responds and helps encourage situational awareness among employees.

In the event of bizarre or suboptimal equipment or system behavior, or in the event of long-term problems, a Root Cause Analysis can be used to identify the issue and point to possible solutions, such as with a Fishbone Diagram or Pareto Charts. A fishbone diagram is a way to visualize the process of information gathering to determine the problem, the probable causes, and the solution. Taking the problem as the ‘head’ of the fish, such as the inability to properly shutdown equipment, the ‘ribs’ of the fish are the factors determined to be contributing to the problem, based on broad categories such as materials or sensors. These can then be subdivided into smaller ‘ribs’ for what in these categories is contributing to the problem such as suppliers of materials, or timing delays on the sensor. Enough brainstorming of this type will give a thorough understanding of the causes of any potential problems and become a groundwork for solutions [38].

Pareto Charts are a more data-driven visualizer of Root Cause Analysis. By utilizing visualization software, the frequency of specific types of problems such as Ransomware incidents can be tracked over time. By visually ranking the likelihood of problems, as well as the causes, it allows Incident Response Teams can then address the most significant or most common defects first, giving them a ranked prioritization of issues relative both to their likelihood and the overall goals of the manufacturer. For example, one of the key interests of manufacturers is the possible causes of downtime. With Pareto Charts, all the recorded instances of downtime and how long they occurred are measured against the reason, be it planned maintenance or an outside attack. With this, Response Teams can then prioritize their approach to any unplanned downtime occurrence by examining the most likely causes first [38].

Besides securing their own assets, the nature of the car manufacturing requires efficient interactions between multiple suppliers, parts manufacturers and car manufacturers, as well as third party professionals and clients such as auto parts stores. Because of the nature of the supply chain, any disruption to any one of these entities can reverberate throughout the entire supply chain. Because of the already interconnected nature of the business, many manufacturers and suppliers have responded by establishing a policy of Open Data Sharing, ensuring that each actor in the supply chain is aware of the current state of the others to best coordinate actions in event of sudden shocks. One modern example of this is Catena-X, a German ‘consortium’ of car manufacturers, parts manufacturers, and suppliers acting together as a sort of pseudo mega-company organized with a standardized information flow to ensure efficiency [39]. If a company wished to join such an entity, it would require having policies and procedures built around securing this exchange of information, ensuring efficient management of the supply chain.

## Technology

Besides the resourcefulness provided by people and procedures in the Automotive Manufacturing Industry, essential technologies play a pivotal role in ensuring the resilience of automotive manufacturing companies. Resourcefulness in the technology sector of manufacturing requires having sensors both for equipment and for the network connected to them to automatically notice current system status and possible signs of intrusion or data compromise.

One example of an all encompassing system observation tool is a Security Information and Event Management (SIEM) system. A SIEM system is a comprehensive solution that combines security information management (SIM) and security event management (SEM) functionalities. SIEM systems collect, aggregate, correlate, and analyze log data generated throughout an organization's technology infrastructure [40]. SIEM plays a crucial role in enhancing cyber resiliency in the automotive manufacturing industry by providing threat detection, supply chain security and compliance management solutions. If suspicious behavior is monitored, such as a surge in login attempts to a critical production control system, then the SIEM system, integrated into the network, quickly identifies this abnormal behavior and triggers an alert. Security personnel are promptly notified and can take immediate action to investigate the incident, isolate compromised systems, and block the attacker's access. This rapid response helps prevent production disruptions and safeguards valuable manufacturing data.

Furthermore, the automotive manufacturing industry relies on intricate supply chains involving numerous suppliers and vendors. To enhance cyber resiliency, SIEM systems are deployed to continuously assess the security posture of these external partners. They identify vulnerabilities or breaches in the supply chain, helping manufacturers proactively address security issues. Consider a situation where a key supplier in the automotive manufacturing chain experiences a data breach. SIEM's monitoring capabilities extend to the supply chain, and it quickly detects unusual access patterns and data exfiltration from the supplier's systems. The SIEM generates alerts, enabling the manufacturer to assess the impact on their operations. By having a well-defined incident response plan in place, the manufacturer can work with the supplier to contain the breach, mitigate potential supply chain disruptions, and meet regulatory requirements. This proactive approach minimizes the risk of cyber incidents affecting the entire production process and ensures compliance with industry-specific standards such as ISO 21434.

Within an automotive manufacturing facility, various devices and machines must communicate with each other to ensure smooth production processes. In the event of a cyberattack that disrupts the primary network, a mesh network can come to the rescue. Imagine a situation where a cyber incident compromises the central network infrastructure. Devices in the plant would then automatically switch to a self-healing mesh network. This alternative communication method allows devices to maintain connectivity and continue production, minimizing downtime and production losses.

Besides integrating complex network sensor systems, manufacturers can also maintain situational awareness via utilizing alternative communication protocols. These protocols serve as backup means of communication, ensuring that critical functions can continue even when primary network infrastructure is compromised. They play a vital role in maintaining operational continuity and reducing the impact of cyber incidents. Such communication protocols are of paramount importance in the automotive manufacturing industry, particularly during cyberattacks.

One such example of alternate communication protocols is Satellite Communication. Imagine an automotive manufacturing plant located in a remote area with limited access to traditional communication networks. In such a scenario, a cyberattack targeting the primary network infrastructure could disrupt communication and data exchange. However, by having satellite communication systems in place, the plant can maintain connectivity even during network outages caused by cyber incidents. Satellite communication, provided by companies like Inmarsat or Iridium, ensures that critical data can still be transmitted, enabling remote plant operations to continue seamlessly.

# Rapidity

According to [9], Rapidity is “the capacity to restore function in a timely manner”, meaning it is the ability to quickly absorb and recover from an attack or disaster event such as a medical emergency. The swiftness of the response and recovery must be balanced with maintaining the other CIA goals, ensuring that in the attempt at quickly restoring data availability we do not sacrifice data confidentiality [10, pp. 12].

Car manufacturers and parts manufacturers practice rapidity by quickly limiting the damage done within an emergency or cyber-attack, and by ensuring a speedy recovery. In the case of a medical emergency then, rapidity would be the speed or responding to the injured, clearing the scene, engaging medical response procedure, and stopping immediate risk. The rapidity would also include the speed at which the person recovers or that facility production returns to normal after the incident has been resolved.

Car manufacturers must not just consider the rapidity of their own facilities, but also in how they adjust to the changing conditions caused by emergencies in related facilities. When its supplier suffered a ransomware attack which caused them to halt their own production, Toyota had to halt its production for 24 hours before establishing a backup network between themselves and their supplier, with a full recovery being estimated as taking two weeks [15]. In this case then, the rapidity of attack absorption was 24 hours, while the rapidity of recovery was estimated to be two weeks. Thus, when engineering for system rapidity, consideration must be made not just for response to attacks and long-term recovery, but also for speed of adjustment to changes in circumstances by way of attacks on related entities such as suppliers.

## People

Theoretically, all the previous controls mentioned such as cross training and hiring of outside experts should not only improve the other aspects of resiliency, but also but their accumulative effect improve the rapidity of response and recovery to events, as having more hands able to handle a variety of tasks will help incidents be quickly resolved.

However, in the event of an injury, even if the incident is quickly resolved, workplace efficiency is still compromised as a necessary employee is now no longer able to work. Shortages in workers in any department, be it in IT or on the factory floor, can be mitigated by having an ‘on-call’ system of employment, where employees have a contract obligation to work under call-in in exchange for extra compensation, or to have contract workers which are called on in case of sudden shifts in production quotas or available workers. These gaps could also be filled by externally hired contractors.

Incident response teams can also be established, with certain employees being given temporary leadership positions and authority in the event of a sudden emergency such as a natural disaster, or a very severe cyber-attack. Different teams could be trained to specialize for specific scenarios to have a more efficient response to these scenarios, as they will not require as much time remembering specific response plans for vastly different scenarios and could by their specialization could quickly respond to different by similar scenarios. An injury response team could, for example, quickly adjust training for treating a broken arm for that of a leg or rib in case of a workplace accident. Just the same, cyber-incident response teams could also be diversified to treat specific attacks or even specific symptoms such as inability to access certain files, or sudden alterations in equipment performance.

Finally, an informal network of ‘local experts’ can be identified in the company, where employee’s skill sets not related to their current position are identified so in the event of an emergency, those with skill sets that are suitable for the situation at hand can be called upon. If a line-employee also has some experience with cyber security but for some reason was not hired to that position, if a cyber security profession is needed, they could be called upon as a resource.

## Processes

Just as clearly defined incident response plans can improve the Resourcefulness and Robustness, it can also improve the Rapidity, as employees will quickly know, or be able to guess, what is wrong, the proper immediate response procedures, and response teams and managers can begin the process of brainstorming possible long-term fixes to prevent future incidents.

Ways to improve the speed of the response and implementation of pre-made response procedures is to train via a series of easily memorable codes such as ‘Code Red’ or ‘Code Orange’. Using codes such as these which can be informally ranked by their name to the seriousness of the response can help employees not only remember these plans, but also get into the right mindset of implementation. As worker safety should be paramount, ‘Code Red’ type codes should be implemented for physical dangers such as a workplace injury or a natural disaster such as a tornado. Meanwhile, more long-term problems such as ongoing cyber-attacks, while still of great concern, should have less immediate code-terms such as ‘Code Yellow’.

Another way to improve the speed of response procedures is to have measurable benchmarks for the implementation, so a minimum and maximum response time can be understood. 3 NIST recommended measurements are Maximum Tolerable Downtime, Recovery Time Objective, and Recovery Point Objective. The Maximum Tolerable Downtime represents the total amount of outage time in the production and supply-chain interaction. These represent an overall measurement of response to cyber-attacks, unconcerned with specific equipment performance and instead how their interactions affect the ability to provide a minimum of performance. [33, pp. 17].

Recovery Time Objectives and Recovery Point Objectives are a more specific look at the system itself by understanding how its subsystems and components contribute to the system itself. Recovery Time Objectives represent the maximum amount of time that a system component or resource can remain unavailable before there is noticeable impact on other system resources or the critical business functions. These can be applied to each of the system components and thus can give an accurate hierarchy for importance of the components and necessity of response to improper performance by measuring how quickly the system can break down without them. This in turn informs what technologies are best suited for the system itself, and for managing the Maximum Tolerable Downtime. The Recovery Point Objective, meanwhile, represents the point in time a backup from prior to a cyber attack can be recovered. Thus, this represents the maximum allowed data loss in the event of a cyber-attack, and can be used to create a triage-system based on this maximum allowed loss balanced with system component recovery times and the Maximum Tolerable Downtime [33, pp. 17].

## Technology

In today's interconnected world, the Automotive Manufacturing Industry faces an ever-increasing threat landscape in cyberspace. Cyberattacks have the potential to disrupt production lines, compromise intellectual property, and endanger customer safety. Therefore, in addition to the procedures that provide rapidity in cyber resiliency there are three key technologies that play a critical role in achieving cyber resiliency.

Intrusion Detection and Prevention Systems (IDPS) are cybersecurity technologies designed to monitor network traffic and system activities in real-time, aiming to detect and respond to unauthorized access, malicious activities, and security threats promptly. IDPS can be host-based or network-based and use various detection methods, including signature-based, anomaly-based, and behavior-based approaches [41]. Consider an automotive manufacturing plant responsible for producing Engine Control Modules for a new vehicle model. An IDPS deployed in this facility continuously analyzes network traffic and system logs. In the scenario, an attacker gains unauthorized access to the plant's network through a compromised vendor's account. The IDPS detects this unusual activity and triggers an alert. A well-trained security analyst can evaluate if the alert is a threat or not and act accordingly. An example of an IDPS is Snort, an open-source network intrusion detection system. Snort uses signature-based and anomaly-based detection techniques to identify known threats and unusual patterns in network traffic. When a match is found, it can generate alerts or take predefined actions to block malicious traffic.

Security Orchestration, Automation, and Response (SOAR) systems are integrated cybersecurity platforms that combine orchestration and automation capabilities with incident response and case management. These systems streamline security operations, accelerate incident detection and response, and enable organizations to coordinate and automate actions across their security infrastructure. Imagine an automotive manufacturer's Security Operations Center (SOC) overwhelmed with alerts from various security tools due to a suspected data breach. Without SOAR, security analysts would spend valuable time manually investigating each alert. With SOAR, the system can automatically prioritize alerts, correlate data from multiple sources, and initiate predefined response actions. One of the leading SOAR platforms is Palo Alto Networks Cortex XSOAR. It enables organizations to create and execute automated workflows for incident response, allowing for rapid identification, containment, and resolution of security incidents [42].

Behavioral Analytics and User Entity Behavior Analytics (UEBA) are cybersecurity technologies that focus on monitoring and analyzing user and system behavior to identify anomalies and potential security threats [43]. These systems establish a baseline of normal behavior and raise alerts when deviations from this baseline occur. Consider an automotive manufacturing facility where employees have specific roles and access levels. UEBA technology continuously analyzes user behavior and flags any unusual activities, such as an employee accessing sensitive design files from a remote location, which is outside their typical behavior. One example of a UEBA solution is Splunk User Behavior Analytics (UBA). Splunk UBA uses machine learning and advanced analytics to detect deviations in user behavior and prioritize security incidents based on risk.

By detecting threats in real-time, orchestrating incident response, and monitoring user behavior, IDPS, SOAR, and UEBA technologies can help protect the automotive manufacturing sector from cyberattacks, ensuring the continued production of safe and innovative vehicles. As the industry evolves, embracing and implementing these technologies becomes increasingly crucial in the ongoing battle against cyber threats.

# Results/Conclusions

This cyber resiliency framework was constructed as a living document to study the 4R’s of cyber resiliency (Robustness, Redundancy, Resourcefulness, Rapidity) as it relates to the people, processes, and technology involved in Car Parts Manufacturing. Each of the aspects of the 4Rs and how it could be induced into the business via its attributes, broken down into the following categories:

1. Employees and fellow actors in the supply chain (ie: suppliers, direct customers, tertiary customers)

2. Processes, Procedures, Broader Business Approaches, and documentation thereof

3. Infrastructure, technologies, equipment, and networks.

Throughout our research, online sources were required in order to understand how cyber resiliency related to the business of manufacturing, and specifically of car parts manufacturing, and what recent challenges they have faced in that field. The most important information was how work accidents, ransomware attacks, and supply or demand shocks such as was the case during the COVID pandemic affected this environment, and the possible solutions to correcting these issues. The general outcomes of our studies are documented in the sections below:

## Outcome 1: People

Due to the dangerous nature of manufacturing, employee safety must be paramount, with injuries not just made rarer, but also quickly managed and empty spots on the production line quickly refilled while the injured employee recovers. Solutions to induce these can include safety exercises and training, as well as maintaining emergency incident response teams and on-call employees to fill in gaps. Not only will these practices ensure processes go smoothly, but ensuring a safe environment will improve employee retention. Another way to improve retention, and to fill potential information gaps, is by making employees feel heard via an employee suggestion box.

Besides ensuring employee safety, employees must also be prepared to respond to suddenly changing conditions thanks to cyber attacks causing usually relied upon systems becoming unavailable. This can be accomplished via training, both on security response for IT teams, but also for cross-collaborative training for line-employees in order to be made familiar with other equipment in the facility, and with the potential problems and solutions for said equipment. And should this training still not be enough, managers can try to identify ‘local experts’ who can be called upon in the event of a specific emergency, or if necessary hire-out to outside contractors to resolve a cyber attack incident. By implementing these solutions, manufacturers will induce the 4R’s attributes of resiliency into the manufacturing process with regards to employees.

## Outcome 2: Processes

The purpose of the process controls was to consider broadly categorized but common problems faced by car parts manufacturers when it came to internal procedures, and consider examples of controls that could be implemented to counteract them. Common problems included vulnerability not just to equipment such as networks, but also manufactured parts such as processors for automobiles. As such, implementing equipment and product quality testing procedures, USB-use policies, and issue documentation charts such as Fishbone Charts fit under these broad categories.

Besides internal controls, processes must also be considered in relation to other actors in the supply chain. Due to the increasingly complex supply chain systems which manufacturers and their clients rely on, it becomes more important these days to think not of separate levels of clients, such as wholesalers or other car manufacturers, nor of separate levels of suppliers, such as Tiers 1 through 3, but instead of all as fellow actors in the supply chain. Thus, procedures must be implemented not just to ensure better cyber resiliency within a single manufacturer, but also to ensure better informed and trusted relations with these other actors. This could include only making contracts with fellow actors who maintain a minimum standard of system security to minimize the risk of slowdowns, broadening the number of suppliers even at the risk of relying on inefficient manufacturers in order to continue production, or entering Open Information Agreements with trusted actors in the supply chain. By considering how individual actors affect, and are affected by, the larger supply chain, manufacturers can better implement controls which induce resiliency into the system.

## Outcome 3: Technology

The manufacturing sector is experiencing a significant increase in cyberattacks, including data breaches, ransomware attacks, and viruses. Therefore, ensuring cyber resiliency is crucial for the success of companies in the manufacturing industry. Because it's not a matter of if a cyberattack will occur but rather when, how resilient will the systems be against the attack shapes the implementation of technology. The goal of technology controls is to identify and assess existing technologies that can enhance Cyber Resiliency in the Automotive Manufacturing Sector.

Data encryption is a key component of achieving robustness since the manufacturing industry holds critical data, from intellectual property to customer personal information. The loss of such data could severely impact the company's reputation and survival. Another way is implementing redundant Industrial Control Systems (ICS), which ensures that if one system fails due to an attack, another can take over without disrupting production.

Once strategies for making automotive manufacturing systems robust and redundant are in place, it's essential to identify technologies that are resourceful and provide rapid responses during a cyberattack. Alternative communication methods play a vital role in resourcefulness, as attackers may attempt to limit internal communication during an attack. Options like satellite phones for remote locations or secure cellular communication on isolated devices can help maintain communication.

To increase the speed of response, employing Security Orchestration and Automation Response (SOAR) technology can expedite the response to well-known attacks and scale up as needed. This allows the Security Operation Center to prioritize critical threats efficiently. While the manufacturing sector is renowned for its efficiency through processes like Six Sigma, there is room for improvement in cyber resilience. The technologies identified in this paper offer solutions to address these gaps.

# Future Works

Automotive manufacturers and specifically parts manufacturers have multiple options for inducing cyber resiliency as well as general system resiliency, relating to their employees and business partners, their internal business processes, and their technology. Some of these controls, such as the establishment of information sharing networks between business partners might require specialized laws to be in place in order to ensure that these new forms of networks do not develop into monopolies or cartels, so legal and political president might be considered in the long term as new controls against cyber attacks are fond and implemented.

Such controls apply not just to automotive manufacturers, but many other forms of manufacturing, both for consumer products such as phones or airline parts, or for larger scale infrastructure projects such as power grids. The main requirements for manufacturing remain relatively unchanged across most fields: well functioning equipment, safe and talented workers, and safe supply chains between business partners. Studying the more exacting structural differences between the manufacturers by type could lead to broadly applicable controls and standards for specific manufacturers, leading to faster implementation of effective cyber resilience.
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